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**ZAVRŠNOG RADA NA DRUGOM (II) CIKLUSU STUDIJA**

* **V i j e ć u -**

**Fakulteta političkih nauka**

**I Z V J E Š T A J**

**KOMISIJE ZA OCJENU I ODBRANU ZAVRŠNOG RADA**

Odlukom vijeća Fakulteta političkih naukaod 14.06.2022.godine broj: 01-3-39-7-2/21 imenovani smo u komisiju za ocjenu i odbranu završnog rada na drugom (II) ciklusu studija   
(4+1) studenta **Dževada Mujadžića** pod naslovom:

**CYBER SIGURNOST U EU I COVID-19: STANJE I IZAZOVI**

Komisija je u sastavu:

1. Prof.dr. Emir Vajzović, predsjednik
2. Prof.dr. Mirza Smajić, mentor-član
3. Prof.dr. Saša Mrdović, član
4. Prof.dr. Sead Turčalo, zamjenski član

Mentor rada je prof.dr. Mirza Smajić.

Shodno Pravilima studiranja drugi (II) ciklus studija na Univerzitetu u Sarajevu, student-ica je podni-o/jela zahtjev za ocjenu i odbranu završnog rada i priložio-la sljedeće:

* pisanu saglasnost mentora da rad ispunjava kriterije navedene u obrazloženju teme,
* tri neukoričena primjerka rada – radna verzija,
* izvještaj iz službene evidencije o ispitima i (E)CTS bodovima.

Komisija konstatira da je student-ica položio-la sve ispite i izvrši-o/la druge obaveze predviđene studijskim programom.

Pregledom rada komisija je ocijenila da se student-ica **Dževad Mujadžić** pridržava-o/la teme za izradu završnog rada. Daje se kratak rezime završnog rada:

Sama svrha ovog rada bila je prikazati stanje cyber sigurnosti u Evropskoj tokom pandemije COVID-19, uticaj pandemije COVID-19 na prostor cyber sigurnost u Evropskoj uniji i izazove koje je pandemija COVID-19 stvorila za putanju politike cyber sigurnost u Evropskoj uniji.

Rad se sastoji od sedam poglavlja, uključujući I metodološki dio.

U prvom poglavlju rada kandidat je definisao sve bitne pojmove i postavio generalnu hipotezu koja glasi: Pandemija COVID-19 imala je znatan utjecaj na razvoj cyber prostora na jednoj, ali i stvorila mogućnost proizvodnje cyber napada i pojave nelegalnih aktivnosti na drugoj strani.

U drugom poglavlju kandidat je ukazao na pojam cyber sigurnost kao novu dimenziju sigurnosti, definisane su karakteristike i važnosti cyber sigurnosti, kao i uloge privatnosti u operacijama cyber sigurnosti, uticaj cyber kriminala na poslovanje i društvo.

U trećem poglavlju kandidat je ukazao na politiku cyber sigurnosti u Evropskoj uniji, u kojoj je obrazloženo porijeklo i formalizacija politike cyber sigurnosti, kao i razumijevanje politike cyber sigurnosti u Evropskoj uniji kroz sočiva historijskog i diskurzivnog institucionalizma. Ukazano je na nove incijative u politicy cyber sigurnosti i platforme društvenih medija.

U četvrtom poglavlju kandidat se bavio direktnom povezanosti pandemije COVID-19 i cyber sigurnosti, privatnosti i zaštitom. Ukazano je na direktne i indirektne posljedice pandemije COVID-19 na cyber sigurnost, te koje su promjene potrebne u cyber sigurnosti.

U petom poglavlju ukazano je na cyber napada i cyber rizike tokom pandemije COVID-19, vidjet ćemo kako COVID-19 izaziva trend rasta cyber kriminala te kakvi su rizici

U šestom poglavlju kandidat je ukazao na utjecaj pandemije COVID-19 na cyber sigurnost i cyber prijetnje u Evropskoj uniji. Kandidat se bavio istraživanjem najčešćih napada i vrstama kriiminala na području Evropske unije koji su uveliko evaluirali zbog pandemije COVID-19, te je ukazano kako je pandemija COVID-19 ubrzala proces digitalne transformecije koje su također dovele do prijetnji i narušavanja cyber sigurnosti u Evropskoj uniji.

U sedmom poglavlju kandidat je ukazao na otpronosti koje mogu doprinijeti stabilnosti i poboljšanju politike cyber sigurnosti u Evropskoj uniji.

U ovom radu su potvrđene generalna i izvedbene hipoteze koje ukazuju na znatan i negativan utjecaj pandemije COVID-19 na razvoj i održivost cyber sigurnosti na području Evropske unije, stvorila prostor za sve učestalije cyber napade i povećan rast cyber kriminala, te da je zbog utjecaja pandemije COVID-19 putanja politike cyber sigurnosti u Evropskoj uniji promjenjena.

Na kraju je zaključeno da je COVID-19 ušao je u novo doba cyber svijesti jer kompanije sada šalju svoje zaposlenike da rade od kuće uz ograničenu sigurnost. Dok je širenje COVID-19 u velikoj mjeri destabiliziralo ekonomije, društva i svakodnevni život javnih i privatnih aktera, čini se da samo po sebi nije poslužilo kao kritična točka u razumijevanju cyber sigurnosti u Evropskoj uniji. Umjesto toga, pandemija je rezultirala postojećom idejnom pozicijom da je provajderi društvenih medija, umjesto da doprinose efikasnoj cyber sigurnosti, zapravo ometaju. Virtuelne privatne mreže (VPN) i serveri će igrati još veću ulogu u budućnosti cyber sigurnosti. Ne samo da mnoge kompanije širom svijeta rade po modelima od kuće, hiljade kompanija koje rade od kuće sada niču i suočavaju se sa sličnim problemima. Cyber kriminalci su previše svjesni ograničene sigurnosti koju pojedinci mogu pružiti kod kuće. Novi izazovi za pojedince koji rade kod kuće uključuju pronalaženje jednostavnih, ali sigurnih rješenja za cyber sigurnost.

Komisija konstatira da je završni rad studenta-ice **Dževada Mujadžića** rad u kojem je student-ica obradi-o/la odabranu temu primjenom naučnih/stručnih metoda, te time dokaza-o/la da je savlada-o/la nastavni plan i program studija, steka-o/la potrebno znanje i osposobi-o/la se za njegovu primjenu, kao i da je osposobljen-a da izvodi zaključke na osnovu postavljenih zadataka.

Na osnovu naprijed iznesenog komisija smatra da su ispunjeni svi formalni i suštinski uvjeti za odbranu završnog rada, te predlaže vijeću **Fakulteta političkih nauka** Univerziteta u Sarajevu da prihvati izvještaj i student-u/ici **Dževadu Mujadžiću** odobri javnu odbranu.

Sarajevo, 01.11.2022.godine
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